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Abstract: This paper proposes to provide a solution for KI#6 of FS_NG_RTC_Ph2.  
1. Introduction/Discussion
This document updates the solution #20 by merging the principle in solution #19 and solution #21 to propose a comprehensive solution for standalone IMS data channel. 
3. Text Proposal
It is proposed to capture the following changes into TR 23.700-77.



[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
6.20	Solution #20: Support Standalone Bootstrap Data Channel and Standalone Application Data Channel without Subscription and Media Negotiation.
[bookmark: _Toc239]6.20.1	Description
This solution addresses the Key Issue#6 "Support of Standalone IMS Data Channel Sessions". 
This solution proposes that no additional subscription or negotiation procedure is needed to support standalone data channel. If any party along the media negotiation does not support standalone data channel, e.g. originating network, the given party will send SIP 400 Bad Request response to the offerer, i.e. originating UE.
This solution proposes that IMS session between two UEs could be upgrade to or downgrade from an MMTel session. The UE shall distinguish by request-URI in the SIP. If the request-URI is the PSI of IMS AS,DCSF the IMS session shall not be upgraded to an MMTel session. Otherwise UE can use SIP re-INVITE to modify the standalone data channel media. 
This solution proposes to include version control information in the SDP during media negotiation. This information shall be obtained by UE during the download of a given DC app and shall be cached in the UE if the given DC app is cached in the UE. The version control information is used to guarantee that both UEs have version compatible DC app. 
NOTE:	The version control information needs to be defined in SA4. Further collaboration with SA4 is needed.
[bookmark: _Toc22093]This solution proposes that if terminating UE reject the standalone application data channel due to lack of the version compatible DC app, the terminating UE should include the reason of rejection in the SDP answer. 
For better compatibility with Rel-18 deployment, this solution considers IMS data channel as one kind of media supported by MMTel session, and IMS standalone data channel as a kind of MMTel session.
Editor’s Note:	whether and how this solution is compatible with separate IMS AS that only deployed for standalone data channel is FFS. 
6.20.1.1	Subscription of Standalone Data Channel
[bookmark: _Hlk163207939]In Rel-18, TS 23.228 [5] has defined the subscription mechanism of IMS Data Channel. The use of standalone IMS Data Channel shall be included as a part of the IMS Data Channel subscription information. No additional subscription information is needed for standalone DC.
[bookmark: _Toc24131]6.20.1.2	Standalone Data Channel Capability Negotiation
[bookmark: _Hlk163207872]It is proposed that the standalone data channel does not need extra capability negotiation. When receiving an SDP offer with standalone data channel, the network or UE that does not support standalone data channel shall return SIP 400 Bad Request response to inform the offerer that it does not recognize the syntax of the standalone DC.
[bookmark: _Toc8858]6.20.1.3	Support of Standalone Bootstrap Data Channel
The standalone bootstrap data channel could be used to extract DC application menu, subscriber specific graphical user interface or specific application.
In order to establish standalone bootstrap data channel, the request-URI can be set as the PSI of the IMS ASDCSF. The UE may be configured of the PSI of the IMS ASDCSF by the HPLMN either via Device Management or in the UICC.
[bookmark: _Toc9115]6.20.1.4	Support of Standalone Application Data Channel
The standalone application data channel shall support P2P, P2A/A2P and P2A2P application data channel.
In the P2A/A2P scenario, the request-URI is set as the PSI of the IMS ASDCSF. IMS should notify the correct DCSF, and DCSF should route the application data channel to the correct DC AS based on the binding information of a DC application.
Standalone application data channel shall only be initiated by DC application. The DC application could be cached on the UE or retrieved from the network through a bootstrap data channel.
The UE shall include version control information (e.g. version number) of a DC application along with binding information. The network, DC AS and terminating UE shall use the version control information to ensure that the both ends of the application data channel are compatible. If the network or terminating UE detects that they are not compatible, it shall reject the application data channel will be rejected. Only whenuntil the  both ends have a compatible the correct version of the DC application, the DC application data channel can be established and DC application can be executed. 
NOTE  1:		The version control information needs to be defined in SA4. Further collaboration with SA4 is needed.
NOTE  2:	 The assumption in this solution is that the policy that whether different versions of the same application can communicate is decided by the DC application developer and this policy will be stored in the DCSF.
When rejecting the application data channel due to version incompatibility, the network or terminating UE may include information in the SDP indicating the reason why the application data channel is rejected.
NOTE  3:		The format of this information needs to be defined in SA4. Further collaboration with SA4 is needed.
The UE may initiate bootstrap data channel along with standalone application data channel. The DCSF will instruct IMS AS to establish bootstrap data channel for both ends in case of version incompatibility. Otherwise the DCSF will instruct IMS AS to establish application data channel and reject the establishment of bootstrap data channel.
[bookmark: _Toc20090]6.20.1.5	Adding Audio/Video/Messaging Media to Established Standalone Data Channel
Only the standalone data channel session that between two UEs, i.e. where the request-URI is the UE, could be updated to add audio/video/messaging media through a SIP re-INVITE message. 
The standalone data channel session that only contains standalone bootstrap data channel and/or standalone P2A/A2P application data channel, i.e. where the request-URI is the PSI of the IMS ASDCSF, cannot be updated to add audio/video/messaging media.
[bookmark: _Toc15468]6.20.1.6	Removing Audio/Video/Messaging Media from an IMS Session that Contains IMS Data Channel Media
Only IMS session that between two UEs, i.e. where the request-URI is the UE, could be updated to remove audio/video/messaging media through a SIP re-INVITE message. 
The IMS session that only contains bootstrap data channel and/or standalone P2A/A2P application data channel, i.e. where the request-URI is the PSI of the IMS ASDCSF, shall not include audio/video media description in the media negotiation, thus is not relevant in this scenario.
[bookmark: _Toc32343]6.20.2	Procedures
Editor’s Note: The procedure of upgrading a standalone data channel to a MMTel session and downgrading a MMTel session to a standalone data channel is FFS.
[bookmark: _Toc20224]6.20.2.1	Standalone Application Data Channel Establishment when Both Ends have Version Compatible DC App


1.	UE-A starts the standalone application data channel by sending a SIP INVITE/re-INVITE message. The message shall contain the binding information and version control information of the data channel application.
2.	The IMS AS notifies the DCSF when it receives the SIP INVITE/re-INVITE message;, in the notify the IMS AS shall include in the notify message the binding information and version control information of the data channel application.
3.	The DCSF compares the binding information and version control information of the data channel application received from IMS AS with those stored in network. The DCSF determines that UE-A has the version compatible data channel application based on the version compatibility policy.
NOTE 1:	Whether the binding information and the version control informationversion compatibility policy of the data channel application is stored in DCSF or DCAR is implementation specific and will not be defined in this specification.
4.	The DCSF instructs the IMS AS to continue the standalone application data channel media negotiation.
If UE-A includes the bootstrap data channel media in the SDP, the DCSF will instruct the IMS AS to include a bootstrap data channel media description between originating network and UE-B in the SDP.
5.	The IMS AS forwards the SIP INVITE/re-INVITE to the terminating UE.
6.	UE-B compares the binding information and version control information of the data channel application received with those stored in UE-B. UE-B determines that the itself has the version compatible data channel application.
7.	UE-B accepts the standalone application data channel media negotiation.
	If UE-B receive the bootstrap data channel media description along with the application data channel media description, it shall reject the bootstrap data channel.
8.	The SIP response forwards to UE-A.
	If UE-A includes the bootstrap data channel media in the SDP, the DCSF will instruct the IMS AS to reject the bootstrap data channel.
6.20.2.2 	Standalone Application Data Channel Establishment when Originating UE does not have Version Compatible DC App


1.	UE-A starts the standalone application data channel by sending a SIP INVITE/re-INVITE message. The message shall contain the binding information and version control information of the data channel application.
2.	The IMS AS notifies the DCSF when receive the SIP INVITE/re-INVITE message;, in the notify the IMS AS shall include in the notify message the binding information and version control information of the data channel application.
3.	The DCSF compares the binding information and version control information of the data channel application received from IMS AS with those stored in network. The DCSF checks the version compatibility policy stored and determines that UE-A does not have a compatiblethe version of thecompatible data channel application.
4.	The DCSF instructs the IMS AS to reject the standalone application data channel media negotiation. 
If UE-A also includes the bootstrap data channel media in the SDP, the DCSF may accept the bootstrap data channel establishment so that UE-A may download the latest version DC App. If this is a P2P or P2A2P application data channel establishment request, DCSF shall instruct the IMS AS to also establish the bootstrap data channel between the origination network and UE-B before sending response to UE-A.
5.	The IMS AS sends the 200/4xx response to UE-A, and includes the reason why standalone application data channel is rejected.
[bookmark: _Toc11451]6.20.2.3 	Standalone Application Data Channel Establishment when Terminating UE does not have Version Compatible DC App


1.	UE-A starts the standalone application data channel by sending a SIP INVITE/re-INVITE message. The message shall contain the binding information and version control information of the data channel application.
2.	The IMS AS notifies the DCSF when it receives the SIP INVITE/re-INVITE message;, in the notify the IMS AS shall include in the notify message the binding information and version control information of the data channel application.
3.	The DCSF compares the binding information and version control information of the data channel application received with those stored in network. The DCSF determines that UE-A has a compatiblethe version of thecompatible  data channel application.
4.	The DCSF instructs the IMS AS to continue the standalone application data channel media negotiation.
If UE-A includes the bootstrap data channel media in the SDP, the DCSF will instruct the IMS AS to also include a bootstrap data channel media description between originating network and UE-B in the SDP.
5.	The IMS AS forwards the SIP INVITE/re-INVITE to the terminating UE.
6.	UE-B compares the binding information and version control information of the data channel application received with those stored in UE-B. UE-B determines that the itself does not have a compatiblethe version of the compatible data channel application.
7.	UE-B sends the SIP 400x response to UE-A, and includes the reason why standalone application data channel is rejected.
	If UE-B receive the bootstrap data channel media description along with the application data channel media description, it shall accept the bootstrap data channel.
8.	The SIP response forwards to UE-A.
	If the UE-A includes the bootstrap data channel media in the SDP, the DCSF will instruct the IMS AS to accept the bootstrap data channel between DCSF and UE-A during the notification process when IMS received the response.
Editor's Note: how the flow continues after the bootstrap data channel is established is FFS
6.20.2.4 	Standalone Bootstrap Data Channel Establishment 


1.	UE-A starts the standalone bootstrap data channel by sending a SIP INVITE/re-INVITE message. The message only contains the bootstrap data channel media description.
2.	The IMS AS notifies the DCSF when it receives the SIP INVITE/re-INVITE message.
3.	The DCSF determines the DC establishment instruction.
4.	The DCSF instructs the IMS AS to continue the standalone bootstrap data channel media negotiation.
5.	IMS AS sends the SIP 200 OK to UE after allocated the media resource in the MF.
6.20.2.5 	Adding Audio/Video/Messaging Media to Established Standalone Data Channel


1.	A standalone application data channel has been established between UE-A and UE-B.
2.	UE-A sends SIP re-INVITE which includes the media description of both standalone application data channel and audio/video/messaging media description.
3.	The IMS AS, DCSF and UE-B handles the SIP re-INVITE as specified in the TS 23.228 [5] Annex AC 7.2.1 step 2 to step 9.
4.	UE-B sends 183, PRACK and/or 200 OK messages to complete the media negotiation. The procedure follows the existing call establishment procedure.
5.	UE-B sends 180 responses to UE-A through IMS AS, indicating it starts the ringing phase. IMS AS sends notify message to DCSF as specified in Rel-18.
6. 	UE-B sends 200 responses to UE-A through IMS AS, indicating the call has been established. IMS AS sends notify message to DCSF as specified in Rel-18.
6.20.2.6 	Removing Audio/Video/Messaging Media from an IMS Session that Contains IMS Data Channel Media


1.	An IMS DC session has been established between UE-A and UE-B, which includes audio/video and IMS DC media.
2.	UE-A sends SIP re-INVITE which sets the port number of audio/video media stream as zero, as specified in RFC 3264[x].
3.	The IMS AS, DCSF and UE-B handles the SIP re-INVITE.
4. 	UE-B sends 200 responses to UE-A through IMS AS, indicating the audio/video media has been removed. IMS AS sends notify message to DCSF as specified in Rel-18.
6.20.3	Impacts on Existing Nodes and Functionality
The impacts on the DCSF:
· Support to establish standalone data channel
· Support to compare the version control information send by UE and instruct the IMS AS accordingly.
The impacts on the IMS AS:
· Support to notify DCSF when receive SIP message that only contains IMS data channel media description.
· Support to update SDP to inform UE the reason when standalone application data channel establishment is rejected.
The impacts on the UE:
· Support to establish standalone data channel
· Support to compare the binding information of DC App and version control information to decide whether accept a standalone data channel.
· Support to include the reason in the SDP when rejecting a standalone application data channel. 
· Support to cache the version control information if the given DC application is cached in the UE.
· Support to include the version control information along with the binding information when sending SDP offer/answer.
The impacts on the HSS:
· Store user subscription information related to standalone IMS DC.
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